**Assignment 4:** Configure a Security Onion server and research the available tools and options.

*(This will be marked with a* ***75/20/5*** *split. 75% will be your assignment mark from Individual section, 20% will be your assignment mark for install and hardening, and 5% will be your team rubric.)*

**Required Resources**

* Security Onion Downloaded from NetShare (as per instructions below)
* Ubuntu Apache Server from previous assignment

**Professional Documentation**

All documentation must be done in a **professional style**. It must include:

* Title page
* **Updateable** Table of Contents
* Document introduction
* Section introductions or description, each section must be clearly identified
* Graphics or screenshots MUST include a title with a short description
* Any direct or copied quotes or graphics MUST be properly credited in a footnote
* ALL sources MUST be properly cited (APA format) and placed at the end of your document in a bibliography.
* **NO** embedded, zipped or compressed files. \*\* All scripts must be converted to text before including them in your documentation. \*\*
* **1 Professional Word Document ONLY.**

**Research and documentation sections** -Please complete all research and question responses in your own words. Research sections not completed in your own words may result in a mark of 0 for the section.

**NOTE:** Please do NOT copy and paste responses from internet, **even with a citation**. I expect each section or response to be in your own words. Be prepared to explain your responses and demonstrate your comprehension.

**No marks** will be given for cited or credited information included in document.

***\*\* I recommend completing any research section before completing any required task listed below as you will have a much better understanding of the material and data.***

**Evaluation:** This assignment is markedas per the attached Rubric (marks will be deducted for deviating from Requirements). \*\*You may be asked to demonstrate some of your assignment to show your comprehension of the material.

**Marking and Assignment Notes:**

* ScreenshotsMUST include user or device identifying information.
* Screenshots MUST be added to your document in the order of creation.
* Documentation must meet Professionalism requirements.
* **Automatic mark of 0 - Assignment not submitted or work not original.**

<http://www.nscc.ca/docs/about-nscc/policies-procedures/policy-studentcodeofconduct.pdf>

<https://www.nscc.ca/docs/about-nscc/policies-procedures/policy-academicintegrity.pdf>

**NOTE: This assignment will require some adaption to the current Apache server and research and troubleshooting.**

**Team Portion of Assignment**

**Team Assignment.** As this is a Team Task please make sure to identify which part(section) of the preparation, configuration/ setup steps or documentation you completed for this assignment. You must identify the authors of each section **and** it must be mirrored in your work journal.

*Ex. Technology Equipment and Disposal Policy by Marie Dutka, edited by Bruce Orca.*

**Task 1 – Review the install and configuration of a Security Onion Server**

* Retrieve a “copy” of the Security Onion Server from the ISEC2700 Teams Channel Documents and open it in your VMWare. Make sure to select I copied when starting your server.

\*\* NO CHANGE LOG IS REQUIRED FOR THIS SERVER as it will be used for testing purposes only.

Use the following site and information to help you understand your Security Server and complete the teams portion of this assignment.

<https://docs.securityonion.net/en/2.4/>

* **Security Onion-2.4.20 setup configuration details (for review):** 
  + Standard Security Onion installation
  + Installed in Evaluation mode
  + Included Elastic License
  + Has internet access
  + Hostname = follows naming convention (this is a **S**ecurity **O**nion located in **r**ack **A1** **u32**)
  + Management Interface = NIC 1
    - IP = 192.168.208.50
    - Netmask = as per VMWare settings
    - Gateway = VMWare setting for NAT
    - DNS = default (no change required)
    - DNS Domain= default (no change required)
  + Connects **directly** to the internet
  + Kept all optional services and docker IP range
  + Use the setting identified in your VMWare Description to access the server.

NOTE: For security we will use the **HOSTNAME** for the web interface

***ATTENTION: You may want a person copy as well as your Pod Team copy as it will make the Individual portion easier. I would recommend you save a copy of your Security Onion VM for personal use.***

Now that we have reviewed our Security Onion setup, load the VM into VMWare and confirm you are able to login. We will spend some time investigating our Security Onion server.

* Open your Security Onion server in your VMWare.

**ATTENTION:** It will take some time for your Security Onion to load as it has created multiple packet sniffing and capturing environments. You may see many pauses but do not log in until your server has completed loading.

**NOTE:** Once it has completed loading it may not show the required log in command, you will have to hit the enter key. Here is an example of what a completed startup may look like before you log in. Notice the number of sobridge ports loaded (yours may vary by a few).

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAApsAAACsCAYAAAA0cmdYAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAADsMAAA7DAcdvqGQAACd8SURBVHhe7dwJkuzYbQXQthfZi+xN2oZkRFzhY3oTp7wnIkM/iYeBTJJFVUr1X3/99df//N/rU/75559//efff//9r//cTeurqE82x+yMtrfAGl5cyBrbM3pveTPaXKuKi84aC3NsvlcvW6+qPDVT39sWidbqdlXVz3piLYnbtfi+U8fGsL7yaiu7zcsX3bjyelVG5ovei6j3SH0h2zA+kh+tr2T1hL4XtofXz4tHojzVrd+NV+/FzvyKrq1k9fF9FlPeNqIT/vv//5MGyIWpL6EXLDpxEWPNqD/GNG7Jeszx6mI+ru3Aejt168o6fZ2Gx0md7r+jvncMtd7s54b5eFzsnDq73S4wV/NRFd8hm2+HTv1s36J8fX/quKCVHpg7UkfX4n7LtqxGFd9pZj4Prh/J7X7+sk5fRFfhw+YB3Yv+ajIPvtTOOZ+w77iP+rrS6f6n65/29PlPzzdS34tjnhe/0tX9tddTH5aePp/QzwxfRKfxYZO2ecKDZkbnwh8CT5r56fMRPYFcC9618hRPn4/oDnzYHCA3jqtuHjt6aX73QeXE/p2oOcL2xx8Cur17fDy2vlXFrdH5qvpV/G7ZfLo92v8qvkM2X0eVf7r+l9h9xWslcuXxmZnvblceH/ptn/4/CKmdP4y8C9PW1zVe3+jC7tao+tu4N4OI1o3WV7ImiomZGT2Yiz21hjeDV9/moWy+qn63fyWar1sf12k82xatyeIoi2tMjMYxJkbjyq6LdOfTbfa9wjpePrK1lK0psnxh++p7r5bn5Hw4S/RvkfXJ6ouReKe32JmfwVrVvxHWx7jNFVU+0SmffNgkIqJx9uGEiGgHfo1ORERERMfwYZOIiP7jK1bv61Yioln8Gp2IiIiIjuFvNomIiIjoGD5sEhEREdEx/NNHg7I/HZH975x2/emJKv/0fJ35cY2NCVvDW7NKeozOJTr7R71jGVnJfYvZ86/SOT+zPqv5lU59Ivo9n37Y3H2T8+rittV4ZbX+6bjw1kRG1o7I6o7GTs34BTPHBnO+emyz/VrZZy/XbsP3WUyN5Fc69YnoN/Fr9AFyw8xumqvx01b7V/m/9INF9lX3l+b8wnlyJ3t8q+vX4udDRLvwYfNGqw9ndz/s3PFwqQ95+FLVe6sT3wn76b9tD9xu4/jeiwvcnsVU9B5fVrR9Bp47WFf/bfvgdhvPtnVEa3G7/htfqnpveXHdhq8V2bWptbM1NmZn0xpERBl+jT7B3mCjPtkcMzNiTjSD3S5G5vPyha2xkqu8GpmsZ7VN4YwSx7Xev5VXa0a3v7LbqvcoWlvp9s96e2x/Lw/X2B5ePy8e8fohr76wdaP+KqojsJbEcW2nFuYjzFdYx8p6KZuf5eg2W0NkcxDRb+BvNifIzVNfwrvBejdmlcU6onzcri8xMh/m2piq5rf5Xv8VUk9fs6LZRbV/O1T9Z/evk4u9vTmiGvp+9rhUfdFsDzHSZ0Z0fEZkc2X1JQ9fCN/bGNK6K/nefFhXX8KuI6Lfw4fNA/Cma2WxESv5KzPsmn+F9Lav3U7U9Hjz6zZ8deBn083xYN/VWqvu7u/B43JivpP1d1y/draVWkT0G/iweaEnPGiueMKD5hU6+yfHQo8HfYN+7vi5fumc/5Xrl4iehw+bA048YEQ1T/Qapf2zH053z1n1v3u+VXfP//bjNwofOHW/V87/Kl7J8nX7ysPjyfmIiBT/qPsg78Zq6+uaaLtnpQauWZlP2PyqttJ1I/2VN0ekU1/gOm82u81bo0bmy9ja1dwK10XzevPLNoyP/BvJdoVxm1uxtW1OFRfZfDhL9O+uKCfrj3CdxrNt3hqF9W28GxNebSVrq3wxOp/w6hDRb/nkwyYRERERPQO/RiciIiKiY/iwSURERETH8GGTiIiIiI7hwyYRERERHcOHTSIiIiI6hn/6aFD2pz28mMrWjMxX5a/M15lf6dpoO6rW2Pgp2He1Z7T/amevN5L9n9lve24IrFPFUfUZrfD2D2erelZro9kxT43sX5XfrR/NJ7LYVWSGu/ur7hzdnJnaHSN1de2dxzgj863MtppPf/r0bzblZNl5wuAFhrXxIhU2rrr5kSq/W9/GrSoezTva/2pX9rxj/54iOj8q1fnTPb8Ert3N6ydGemVro/oj+++p8rv1q35R3lXu6ov0GIzo5szU7jhV92qrn/8Tzp8v4tfoA+RizC7I1fhpO+bLLsRO/lfcva/yOXztprjrmOpxeeO5+PTPtDufHvuvnaP0b7uuVfodn/4a/YqLoeqVxUfntOv1vZBtXr2qx2y8ylPZum4NpDkI80fjXky24To7XxYTnR4C++gamyuyHl4sgjl2DpX1r/K9XIH1R2A/Eb0X2MOuU53tWFN5/VDUu+qnbFx4uZ1ttrawsSi/U19F21FnjaU5SPOxHq6zcQv7r9QXWb6ya2w8083FWVE1Xzeu27w+WCPKrdYIXIdrMpivNNeLiai/yGKqWtOd/dfxYXNCdsKibI6ZGTEnmsFuVzMzZPFOTM3U93jrcVsVF931IlojOtvtmtH3wtu2IuvZ6a/vRTdnRlUX5xCd/tV2VdWK6gisJXG7Ft936tgY1ldebWW3efmiG1deL6uzBnnr7bbqvYj6jtQXsg3jI/nR+ko334tV2zo51XoVxUbqZfU93vruNk+0bmR7txfxa/QpcmLpS+gJh7KTcPUEzfJ1Ln1FqhlWZrT9tdYqrx72GZXNN1Nz5ZghqaOvp1rdx0x1HHcd58iO4+/Ntjo35utL2Dl1drtdYK7moyp+hWz+HTr1s32P8vX9ruOmdbI5V0Wf8+592cE7HtH8EcnV16wdNX4RHzYP0JPw5EW8kl/NsGvGE3QmmVHnPEn6XX0ctCe+nmr3fN1z7+Qx0X3C15tw/txIfS+OeV6cztFjPXP/x3vLymem+fiiGh82L9T9QVr59ZMbL/DRG85XzNxsn657fcye/9450+1J9EuefH+V2Z48H/n4sDlATuzdJ3dUc0cvzb/qB+mOmTO2/i/ccE4f09NW55/Jz84LjGk8uz6q/lX8btl8uj3a/yqeWclF2fwdVf7p+k+XzY/XyhPYWTvz2ZxRVf5q/V/CP+o+yDuxbH1dE233rNTANTZu80VUW2Vxr7/QtdV8ojNjpKq/Eu/Ola3DmGzX91EPEeWraI4ZK/1tLJsL13bn93qraAYR1de1XjyKdevjOm82uy1ak8VRFteYGI1jTIzGldfD5nZ059dtUS+s4+UjW0vZmiLLF7avvvdqear6IptzZD6lcYzZbVkNLxbl21yB+ZVuPq7z5hOy3c6nOvnK609/+uTDJtEbRDe6k+7oSURk8V70W/g1OtFF5Obq/TdjIqKv4/3vt/E3m0QXsjfbO36rqfgbBSK6Eu9Bv4sPm0RERER0DL9GJyIiIqJj+LBJRERERMfwTx8N8v4Hzlrfi6lszch8Vf7J+ar8Tn1h12HsJOy72lNrRXV29noj2f+Z/bbnhsA6VRxVn9EKb/9wtqpntTaaHfPUyP5V+d360Xwii11FZri7vxqdYyX3Kap9eMI5klk9f1bzv+jTv9mUD3vnB44XCNbGC0vYuOrmR6r8bn0bV6v5qhu/2pU979i/p7DnS1d1/nXPT4Frd/P6iZFe2dqo/sj+e6r8bv2qX5R3lbv6Ij0Go/AzEE/Ylxmz+/8Eq8f8rZ/ZafwafYBcQNlFtBo/bbV/lb9a/03u3le5oX3tprbrmOpxeeO5+PTPtDufHvuvnaNXeuP527XrWqf3+PTX6FeczFWvLD46p12v74Vs8+pVPTC+mu/J4lWuR3OQNy/K4l5MtuE6O18WE50eAvvoGpsrsh5eLII5dg6V9a/yvVyB9UdgPxG9F9jDrlOd7VhTef1Q1Lvqp2xceLmdbba2sLEov1NfRdtRZ42lOUjzsR6us3EL+6/UF1m+smtsPIMzeLL+mIvrvDiK8gSureqrrIaIcjv17XbM6cB8pbleTET9RRZT1Zru7G/Hh80J2QmHsjlmZsScaAa7XXVnWM1Hq3Erm1e2VXHRXS+iNaKz3a4ZfS+8bSuynp3++l50c2ZUdXEO0elfbVdVraiOwFoSt2vxfaeOjWF95dVWdpuXL7px5fWyOmuQt95uq96LqO9IfSHbMD6SH63P6Hpl80b6CzuDly9Gtmf1Bb6P6oooNlIvq+/x1ne3eaJ1I9u7vb6AX6NPkBNDX0JPGJSdRKsnWJavc+krEtVYzVer++jRWlpbVHNmvHpqpuaufZY6+nqq1X3MVMdx13GO7Dj+3myrc2O+voSdU2e32wXmaj6q4lfI5t+hUz/b9yhf388eN8xbPfaz+dG+WV791f0/TefCfZNtI/N2j09mR4034sPmAXoSnbwgV/JXZ6jyd+2jR2tKD+1zkvQ7sR8Z7Ymvp9o9X/fcOXlMdJ/w9SacPzdS34tjnhd/kmg+7/6J1153n0bWPoHO6u1/Zeb4eDQfX7+AD5sXwpN1xa+cnBG8QEdvGF8xc7N8uu71MXv+e+dMtycRfYNc6969gM7iw+YAOTF3n5xRzR29NH/2B+lq/m72mPzCDcPu89uszj+Tn50XGNN4dn5X/av43bL5dHu0/1U8s5KLsvk7qvzT9Z8I533b7CvsZ4X3gojNGVXlr9Z/E/5R90HeiWHr65pou2elBq6xcZsvotpiNV904ypa57G5AvNX4t25snUYk+36PuohonwVzTFjpb+NZXPh2u78Xm8VzSCi+rrWi0exbn1c581mt0VrsjjK4hoTo3GMidG48nrY3I7u/Lot6oV1vHxkaylbU2T5wvbV914ta7X/SL7N8WrINoyP1Bc2X2V17ProPcL8Sjcf13nzCdlu51OdfOX1/6JPPmwSvUF0ozrpjp5ERLvxXvYu/Bqd6CJyc/T+my0REeV4/3w3/maT6EL2ZnnHbzUVfyNARG/Ce9h78WGTiIiIiI7h1+hEREREdAwfNomIiIjoGP7po0He/0BZ63sxla0ZnQ9r2NzT863GhV1j46dg39WeWiuqs7PXG8n+z+y3PTeEV6c6/qKzZpa3fzj7bM/R/Rca93JVtsaLRfN35tM1UY0ryAx391fdObo5M7U7Rurq2juPcUbmW5ltNZ/+9OnfbMrJsvOEwQsMa+NFKmxcdfMztgY6Pd9qXGHsSlf2vGP/nsJ+3l3d86dTH2vtFvVf7dXdf5H1svmqqm/XW935ou1Xuasvqo6lp5szU7vjVN2rrX7+Tzh/vohfow+QizG7IKv4Kr0IZnvcPf+X3H2s5Fz42k2xc0w7+7x6nbxVdfw6xzczkq/rvnaO0r+tnkv0ez79NfoVF0PVC+Pe2pFZR3qpmRyEcbtW3wsvLrL6WSyCPZXXD2XxaFZcZ+fLYqLTQ2AfXWNzRdbDi0Uwx86hsv5VvpcrsP4I7GfNxDrb9d9I13sxgfW8Wl4c2fpRPWVrYMzy8pGNn6zdYfsLO5u8x3U2bmH/lfoiy1d2jY1nurk4K6rm68Z1m9cHa0S51RqB63BNBvOV5noxEfUXWUxVa7qz/zo+bE7ITljkzdE5oSOd3JH63nzC1tA4rq/WIK+3iPpHvPXeTFFcdNeLaI3obLdrRt8Lb9uKrGenv74X3ZwZVY0sHsWq7QrjXk6nt5A4ru3Uwnxk41E9FMVtD4x361e9RWcN8tbbbdV7EfUdqS9kG8ZH8qP1lW6+F6u2dXKq9SqKjdTL6nu89d1tnmjdyPZuL+LX6FPkxNKX0BMORSch5tpYl83H/hjTuCe7SGy+3b8oF7dn+bO8ethnVDbfTM3ouIySOvp6qtV9zOw6jrN2HP/u7LIO1+p7u12MHJdsra0f7WcUH5ljhtTX1wmd+tm+Rfn6ftdxqT6fHaSHN+/ufdnBOx7R/BHJ1desHTV+ER82D9CT8EkXKtox3137pn2vutil39X7qj3x9VS753vCtaP7hK83OXkMr/h88Ljra6eR+l4c87w4naPHeub+j+fuymem+fiiGh82adjdFxde4KM3nK+Yudk+Hf4wOME7Z073/BIeq9/x5PurzPbk+cjHh80BcmLvPLmzm/eOXll9z46eJ9n5fuGG8/TPpLI6/0x+dl5gTOPZ9VH1r+KVLF+3d6/fyuqsnqjmrtlXZ67yT9d/umz+7Dq6g521M5/NGVXlr9b/Jfyj7oO8E8vW1zVe3+5sUY2qf6f+yHwiqy9G4qIzY+TkfN25snUYk+36PuohonwVzTFjpb+NZXPh2u78Xm8VzaC8Hrp2JObVz/KFN5vd5q1RWN/GbW/bw9YX3jY12l9o3Iupbv9Kdz47k+2Fdbx8ZGspW1Nk+cL21fdeLU9VX2RzjsynNI4xuy2r4cWifJsrML/Szcd13nxCttv5VCdfef3pT5982CR6g+hGd9IdPYmILN6Lfgu/Rie6iNxcvf9mTET0dbz//Tb+ZpPoQvZme8dvNRV/o0BEV+I96HfxYZOIiIiIjuHX6ERERER0DB82iYiIiOgY/umjQd7/wFnrezGVrRmdD2vY3NX5xJX1he1xSrZfo7RWVGdnrzeS/Z/Zb3tuCK9OdfxFZ80sb/9w9tmeo/svNO7lqmyNF4vm78yna6IaV5AZ7u6vZuao8k8c4+7Mq/smdtTISP2Vuqv59KdP/2ZTTpadJ4xeIFpXa+OFI2xcdfMztgZanU+cri+y2ElX9rxj/57Cng9d3fOrUx9r7Rb1X+3V3X+R9bL5qqpv11vd+aLtV7mrL6qOZWU1f0a3547ZTu7f6uf/hPPni/g1+gC5QLKLpIqv0otgtkc1X1W/yq/iX3L3vspn9bWbYueYdvZ59Tp5q+r4dY5vZiRf133tHH2K1c+S6Gqf/hr9ioux6oVxb+3IrCO91EjOyCyisz5bM9pPaA7C/NG4F5NtuM7Ol8VEp4fAPrrG5oqshxeLYI6dQ2X9q3wvV2D9EdjPmol1tuu/ka73YgLrebW8OLL1o3rK1sCY5eUjGz9Zu8P2F3Y2eY/rbNzC/iv1RZav7Bobr1T50Wyimm+ktohm13Wj/UW3hyer78UE1s96z+SLkfl/GR82J2QnLPLm6JzQkU7uSH0730qup1rTqYG89bitiovuehGtEZ3tds3oe+FtW5H17PTX96KbM6OqkcWjWLVdYdzL6fQWEse1nVqYj2w8qoeiuO2B8W79qrforEHeerutei+iviP1hWzD+Eh+tL7Szfdi3W2qWr+Sq+y2bn3PbM9ItG5ke7cX8Wv0KXJi6UvoCYeikxBzbazL5mN/jGnck10kNt/uX5arOmtGefPgnKO8emqm5q59ljr6eqrVfczsOo6zdhz/7uyyDtfqe7tdjByXbK2tH+1nFB+ZY4bU19cJnfrZvkX5+n72uKzme5+XbMN6OjeuiXj1OqIe+v7k/lWi2UbsqPGL+LB5gJ6EsxfVaSvzdXJP7r/WlB7a5yTpd2I/MtoTX0+1e76T506X7hO+3uTkMbzi88Hjrq+dRup7cczz4nfSWbz7I352J2fW+vjaRWt5+1fZtf+ajy+q8WGT2vBivRNe4KM3nK+Yudk+3enzyztnTvf8Eh6rd5DPxzvXv+Lr+/dVfNgcICf2zpM7u3nv6JXV32XHnF221y/ccK48vieszj+Tn50XGNN4dn1U/at4JcvX7buu39VZPVHNXbOvzlzln65/JTtLdh1cZefxmdm/1f5V/mr9X8I/6j7IO7FsfV3j9e3OFtWo+nfqj8wndJ0XU94MXn3RmTGSzSdW4t25snUYk+36PuohonwVzTFjpb+NZXPh2u78Xm8VzaC8Hrp2JObVz/KFN5vd5q1RWN/GbW/bw9YX3jY12l9o3Iupbv9Kdz47k+2Fdbx8ZGspW1Nk+cL21fdeLU8n386QxUQU9+pX+eJk/0pnPmH7qG7/Tr7y+tOfPvmwSfQG0Y3upDt6EhHRb+PX6EQXkQc9778ZExERfRl/s0l0IfuwecdvNRV/u0lERFfgwyYRERERHcOv0YmIiIjoGD5sEhEREdEx/NNHg7z/g4fWz/7PH9ma0fmwhs2t6nf767psNm9Np75dk/WIYI2Z/Epn/59M5s+O++x+2c9OeLW8Xl6uytZ4sWj+7nynyRx39FWdY/VkOv8bZ3+Ct3/+9D2f/s2mXGQ7LzS8AWJtvLCFjatufsbWQFX9bn/73uOt6dbH2KzV/C+LPr/VY9b9fEXWy+arqr5db43Md9LV/TzVsaJv4+dPT8Ov0QfgDzBPFV/V/aG7ovODMlpzev+v9KV9eYrqmK4e89V8eg5+lkTf8umv0a+4WVW9MO6tHZl1pJea7d/ZHq1B2ZpOvkfzFObbmNB41M9uxxrRWtTtX+nMl9X3YsKbD2t5cWTrR/WUrYExy8tHNr6ztsfWF7a3vMd10WwK+6/UF1m+smtsPFL1r+LC9hY2X3g1VVRbZPVFp3+3t9qVX8Hcqiey9e2aXfMRreDD5oTsYkbeHN7FLjqzdnKrNV7c653NbmvZfNvDqy+i/AzmdObJ1qsqT83U97ZForW6XVX1s55YS+K4tlML85GNR/VQFLc9MN6tX/X2eDl2W/VeRL1H6gvZhvGR/Gh9Jasn9L2wPbx+XjwS5alu/W68ei925ld0bSWrj++zmPK2EZ3Ar9EnyIWpL6EXLIouYsy1sS6bj/0xpnGFM2Hcmz8j6zHH5q/Wj2gdrRvR+Xb1zeB+qtP9d9SvjqGy+6fv7Xah89jtnmytrR/tZxQfmcMj+fo6oVM/mz3K1/ez+z1ipQfmjtTRtbjfsi2rUcV3mpnPg+tHcrufv6zTF9FV+LB5QPeifxvZH3ypp+2nnfPq+U73P13/tJPXx47aeFz1tdNIfS+OeV78Slf3115PfVh6+nxCPzN8EZ3Gh036GXpTxR8C+u8n3HCfPt/T8Vj9Bvl8vWvlKZ4+H9Ed+LA5QG4cO28e2Q/HHb2y+ifsmHk3OxP+ENDtK8fH1requDU6X1W/ileyfN2+6/xandWzWvN0/un6X2L3Fa+VyJXHZ2a+u115fOi38Y+6D/IuTFtf13h9u7NFNar+Vf3RfFXV0XhVX1QzZjBX8vT9SH9h81A2X1W/278Szdetj+s0nm3z1iisb+O2t+1h6wtvmxrtLzTuxZTXy9Ptb3va+ljHy0e2lrI1RZYvbF9979XynJwPZ4n+LbI+WX0xEu/0FjvzM1ir+jfC+hi3uaLKJzrlkw+bREQ0zj6cEBHtwK/RiYiIiOgYPmwSEdF/fMXqfd1KRDSLX6MTERER0TH8zSYRERERHcOHTSIiIiI6hn/6aFD2pyOy/53Trj89UeWP1Ne1XjyLiSje6W/XRD1WSI+sb7Vf6MR8b9c5lpGV3Lc4df7dHa+s5hPRN336YXP3Tc6ri9tW45Wd9XW7GImJKD7SX2SxFbM9R+f/dTPHBnO+emyz/RqNVcfrynhlNZ+Ivotfow+QG2Z206ziT6E/ADxZTGTxt+z/DnIcqmNFuV85V65SXX+nr8/T9Ynovfiw+WP0ASn6oVD9wLj7B4o+5OFLVe+tTnwn7Kf/tj1wu43jey8ucHsWU9F7fFnR9hl4LmFd/bftg9ttPNvWEa3F7fpvfKnqvVXFV2nt6HrtxpHOjC8iogq/Rp9gb7AjN/Po5tyd1cvv1rfzePOpLCY6uWqmhsdb392mcDaJ41rv38qrNaPbX9lt1XsUra10+2e9Pba/l4drbA+vnxePeP2QV1/YulF/FdURWEvidq3tJbzaKOvjxYQXx222D26LcpSXS0S/jb/ZnCA3T30Je3MV3k1YYK6NVbAm5mN/jGnckvWYg//ewfbfXV/nX6kbHRuhdbM1q6r+s/vXycXe3hxRDX0/e1yqvmi2hxjpMyM6PiO8ufD46kvo9iqucJ1nNY5wDqXbdLudj4h+Dx82Dxi5WV8JfwjgbE+bs2L348T8J2p6vPl1G7468Lzr5niw72qtVXf39+Bxedp8ux4kn7RPRPR+fNgkMjo/aOWHtv7gpm/Qzx0/1+7D2RNUs3b35Q37SkTvwofNAXKzxh9Eq7Kb/45eWf0Tdsw8qup5x0w73T3/24/fKL1WcL+z66c6PlX8tNPzYf5qLSL6Lv5R90HezdTW1zVe3+5sUY2q/2h9peu8+mIlbmfozujp1Be4zpvNbvPWqJH5MrZ2NbfCddG83vyyDeMj/0ayXWHc5lZsbZtTxUU2H84S/bsrysn6I1yn8Wybt0Zh/SzuxZSsqeJipb+o4kT0mz75sElEREREz8Cv0YmIiIjoGD5sEhEREdExfNgkIiIiomP4sElEREREx/Bhk4iIiIiO4Z8+GpT9aQ8vprI1I/NV+SvxHfNXcWHX2Pgp2He1p9aK6uzs9Uay/zP7bc8N4dWpjr/orJnl7R/OPttzdP+Fxr1cla3xYtH8nfl0TVTjCjLD3f1Vd45uzkztjpG6uvbOY5yR+VZmW82nP336N5tysuw8YfACw9p4kQobV938SJW/GlcY99ZF20frX+3Knnfs31PYz7ure/506mOt3aL+q726+y+yXjZfVfXteqs7X7T9Knf1RdWx9HRzZmp3nKp7tdXP/wnnzxfxa/QBcjFmF2QVf7tf3390977KDfFrN8XOMe3ss675lXNRVcevc3wzI/m6jj+4v2n1XKLf8+mv0a+4GKpeGPfWjsxa5Z+IZ6r1q3GP5iDMH417MdmG6+x8WUx0egjso2tsrsh6eLEI5tg5VNa/yvdyBdYfgf2smVhnu/4b6XovJrCeV8uLI1s/qqdsDYxZXj6y8ZO1O2x/YWeT97jOxi3sv1JfZPnKrrHxTDcXZ0XVfN24bvP6YI0ot1ojcB2uyWC+0lwvJqL+Ioupak139l/Hh80J2QmLvDk6J3SmOtmr+ln+yGy6Npq7iovOGuStx21VXHTXi2iN6Gy3a0bfC2/biqxnp7++F92cGVWNLB7Fqu0K415Op7eQOK7t1MJ8ZONRPRTFbQ+Md+tXvUVnDfLW223VexH1HakvZBvGR/Kj9ZVuvhertnVyqvUqio3Uy+p7vPXdbZ5o3cj2bi/i1+hT5MTSl9ATDkUnIebaWAVrYj72x5jGVZWP2724wvWeKj7LmwfnHOXVUzM1d+231NHXU63uY2bXcZy14/h3Z5d1uFbf2+1i5Lhka239aD+j+MgcM6S+vk7o1M/2LcrX97uOS/X57CA9vHl378sO3vGI5o9Irr5m7ajxi/iweYCehE+6UHep9u30vmvdqy526Xf156g98fVUu+d7wrWj+4SvNzl5DK/4fPC462unkfpeHPO8OJ2jx3rm/o/n7spnpvn4ohofNqmt+kFzxQ8igRf46A3nK2S/v7bvp88f75w53fNLeKx+x5PvrzLbk+cjHx82B8iJvfPkzm7eO3pl9T0zPaucmZoRW+sXbjg7j98dVuefyc/OC4xpPLs+qv5VvJLl6/bu9VtZndUT1dw1++rMVf7p+k+XzZ9dR3ews3bmszmjqvzV+r+Ef9R9kHdi2fq6xuvbnS2qUfWv6o/mC417MSVrqriqZsyszC+yeHeubB3GZLu+j3qIKF9Fc8xY6W9j2Vy4tju/11tFMyivh64diXn1s3zhzWa3eWsU1rdx29v2sPWFt02N9hca92Kq27/Snc/OZHthHS8f2VrK1hRZvrB99b1Xy1PVF9mcI/MpjWPMbstqeLEo3+YKzK9083GdN5+Q7XY+1clXXn/60ycfNoneILrRnXRHTyIii/ei38Kv0YkuIjdX778ZExF9He9/v42/2SS6kL3Z3vFbTcXfKBDRlXgP+l182CQiIiKiY/g1OhEREREdw4dNIiIiIjqGf/pokPc/cNb6Xkxla0bmq/JX4wLXZDHlza/rspjy1pyQ7deobP/Ezl5vJPs/s9/23BBener4i86aWd7+4eyzPUf3X2jcy1XZGi8Wzd+ZT9dENa4gM9zdX43OsZL7FNU+POEcyayeP6v5X/Tp32zKh73zA8cLBGvjhSVsXHXzI1X+alzYNaiTL+x7y6t9hSt73rF/T1F9/pFd55fAWrtF/Vd7dfdfZL1svqrq2/VWd75o+1Xu6ouqYxmxn8UT9mXG7P4/weoxf+tndhq/Rh8gF1B2EVXxp7M3uhm/cqHd/VnLcf7ase4c084+7ziP36g6fp3jmxnJ13W/cj84YeWzerqRc4m+4dNfo19xMle9MO6tHZm1yj8RR1U+qmqJzhpLc5A3D8riXky24To7XxYTnR4C++gamyuyHl4sgjl2DpX1r/K9XIH1R2A/aybW2a7/Rrreiwms59Xy4sjWj+opWwNjlpePbPxk7Q7bX9jZ5D2us3EL+6/UF1m+smtsPIMzeLL+mIvrvDiK8gSureqrrIaIcjv17XbM6cB8pbleTET9RRZT1Zru7G/Hh80J2QmHvDk6J2SmOlmr+ll+Z7aqv9J1Xkx11iBvPW6r4qK7XkRrRGe7XTP6XnjbVmQ9O/31vejmzKhqZPEoVm1XGPdyOr2FxHFtpxbmIxuP6qEobntgvFu/6i06a5C33m6r3ouo70h9IdswPpIfrc/oemXzRvoLO4OXL0a2Z/UFvo/qiig2Ui+r7/HWd7d5onUj27u9voBfo0+QE0NfQk8YFJ1EmGtjFayJ+dgfYxpXnXwRxbv5p3j9cI5R2fwzNfH4rJA6+nqq1X3M7DqOs3Yc/+7ssg7X6nu7XYwcl2ytrR/tZxQfmWOG1NfXCZ362b5F+fp+9rhg3uqxnc2P9s3y6q/u/2k6F+6bbBuZt3t8MjtqvBEfNg/Qk+ipF92b4Q3jiot19Ga0g/bE11Ptnu8J147uE77e5OQxvOLzweOur51G6ntxzPPiTxLN590/8bPt7tPI2ifQWb39r8wcH4/m4+sX8GGTXgcv0NEbxlfM3CyfDm/mJ3jnzOmeX8JjRV8g5693L6Cz+LA5QE7MnSdndvPe0Sur/0b2mPzCDcPu89uszj+Tn50XGNN4dn1U/at4JcvX7buu39VZPVHNXbOvzlzln67/RDjv22ZfYT+r7D6hbM6oKn+1/pvwj7oP8k4MW1/XeH27s0U1qv5V/dF8sRoXIzNmTs7fnStbhzHZru+jHiLKV9EcM1b621g2F67tzu/1VtEMyuuha0diXv0sX3iz2W3eGoX1bdz2tj1sfeFtU6P9hca9mOr2r3TnszPZXljHy0e2lrI1RZYvbF9979WyVvuP5Nscr4Zsw/hIfWHzVVbHro/eI8yvdPNxnTefkO12PtXJV17/L/rkwybRG0Q3qpPu6ElEtBvvZe/Cr9GJLiI3R++/2RIRUY73z3fjbzaJLmRvlnf8VlPxNwJE9Ca8h70XHzaJiIiI6Bh+jU5EREREx/Bhk4iIiIiO4cMmERERER3Dh00iIiIiOoYPm0RERER0DB82iYiIiOgYPmwSERER0TF82CQiIiKiY/iwSURERETH8GGTiIiIiI7hwyYRERERHcOHTSIiIiI6hg+bRERERHQMHzaJiIiI6Bg+bBIRERHRMXzYJCIiIqJj+LBJdIN//vnnXy8iIqKv48MmERERER3y11//C+0UGmcluN9XAAAAAElFTkSuQmCC)

*Image 1 – Security Onion server start up.*

***“And sure enough, even waiting will end…if you can just wait long enough.” William Faulkner***

*\*Notice the portal instructions that show up after login. You may want to remember these.*

* We will check our status to see if our server is having any issues by using the following command:

sudo so-status

* + Some services that have not yet started up (in **yellow**). Wait at least 5 minutes and check the status again.
  + Once the status is all green you are ready to move forward.
  + If any of your status show red please troubleshoot the issue before moving forward.

**Task 2 - Security Onion Dashboard, Tools and Utilities**

Let’s investigate what we can do with Security Onion.

Now that we have a little more understanding of what tools are available in Security Onion let’s grab some sample data and do some testing.

* If required, log in to your SO server
* To start we will need some packet captures to work with, we will gather some by using the following command:

sudo so-test

* + Note: you may see some warnings but this is normal due to the number and type of packets just ensure you have **some** “Successful Packets”.
* We will need to access our SO Web Console from our Apache server. In order to conserve memory please lower your Apache server to 2-4GB of memory as allowed by your device.
* Since we have selected to use our hostname we will need to resolve our OS server IP to our hostname by modifying the etc/hosts file on our Apache Server to add the following for IPv4:

SOServerIP SOServerHostname

* Log into your SO Web Console from your Apache Server. Remember it’s a secure site. \*\* This is a secure server so we **never** want to remember the password.
* Take some time to look at some of the information available in our Web console dashboard.

Now, let’s take a closer look at the **Alerts dashboard** and **Case Creation Tool**.

* First let’s look at our Alerts Dashboard options, notice we have two special options:
  + Acknowledged (colour coded based on severity)
  + Escalated
* Acknowledge your first 3 **Medium Severity** alerts
  + Now modify your options to show Acknowledged Alerts only
  + Confirm you can see your three options you selected earlier.
  + Return to your original view (all alerts visible).
* Escalate to a new case the first 3 **High Severity** Alerts
  + Now modify your options to show Escalated Alerts, notice it automatically selects Acknowledged as an Alert must be acknowledge in order to get escalated.
* **Stop**. Be prepared to demo your Alert Options.
* **Set your option back to default (no special options selected)**.
* Notice that you have the ability to group the Alert information in a variety of queries, currently our alerts are grouped by Name and Module.
* Change the grouping to Group By Sensor, Source IP/Port, Destination IP/Port, Name.
* Notice the additional information displayed.
* We will not require the observer.name as we understand the information all comes through out SO Server, so remove that filter.
* We also don’t need to network.community\_id so remove that filter as well.

Notice each alert has been given a severity label, let’s take some time to review our options for working with severity.

* Select any Alert that is identified as High severity and **Left** Click on the severity label (you may need to scroll over to see the column)
* Select **Include**
* Notice our new listing
* Let’s move back to our original filter and group our list in a way that shows our event.module
* Filter the Alerts and find all alerts the have the rule name ET MALWARE
* Now let’s select a suspicious alert that has a high severity and contains 2+ entries (count) and identifies a Trojan (Downloader) or Virus
  + Once you have selected, left clicking on the Alert rule.name and select Drilldown.
* Drilldown even further by selecting the > icon next to one of the alerts.
  + Scroll down and **review** all the information you have captured with your packet.
  + Hint: Make sure to determine what information is unique to your packet and what is part of your ruleset.
  + Once you have analyzed your packet capture, left click on the rule.name and add it to a Case.
  + Case Name = PodTeamName Case 1
  + Assign the case to one of your Team Members
    - You will need to add each team member to **Administration/Users**
    - Make sure to use firstinitiallastname@isec3700.ca (all lower case)as the email address
    - Role = Analyst
  + Set the case Status to In Progress
  + Set your case priority to 2
  + Use the review information your captured from above to create a short description about the threat packet and add it as a Comment to your Case.
* Repeat the steps above to capture additional packets (NOT ET MALWARE Trojans or Virus)
* Create a Case and complete the steps for each team member
* **NOTE:** You may all participate in the packet investigation, but you must have a user and case assignment for each team member.
* Be prepared to **demo** your Cases for each team member and your packet analysis.
* Return to your Alerts
* Select an Alert with more then one entry
* Left click on the rule.name again and select Drilldown then select Actions then PCAP
* Turn off your HEX view and review your PCAP again.
* Now select ONLY your option to “unwrap” your packet.
* **Analyze** the PCAP you have captured, be sure to each view and column.
* Be prepared to **demo** your PCAP analysis.

Now that we have reviewed how to find details around our alerts and packets let’s take another approach. Let’s assume that we are trying to capture details and data around a suspect attack or virus.

* Go back to your Alerts dashboard
* Select one of your alerts that has:
  + event.severity\_label = High
  + Select the one on your list with the high count (5+)
  + Drilldown
* Once you have drilled down into your alert, left click on the source IP and select Actions/Hunt
* Review the information shown in our Hunt dashboard.
* Change your query to review your selection options.
  + Identify the IP of your Web Server
  + Use at least 2 Queries to capture your Web Server IP in an event or metric.
* **Stop**. Be prepared to demo your HUNT and queries.

It is important to keep an up-to-date record of all changes and modifications made to your servers and have a reliable copy available as backup.

* Take a final snapshot of your Security Onion server in the **OFF** state.
* Make sure to create a Gold copy of your SO server.
* **\*\* NO CHANGE LOG REQUIRED FOR THIS SERVER.**

**Individual Portion of the Assignment.**

**Task 3 - Security Onion Tools**

\*\* You will find this section easier to complete if you download a personal copy of Security Onion from MS Teams.

Now that we have had some time to look around Security Onion let’s learn a little more about the tools available.

Each Team member will review each of the Tools listed in your Security Onion dashboard and use Security Onion and the Security Onion site along with any other resource required to help develop a better understanding of the tools and their abilities.

* **Stop**. Each Team Member must select one of the following tools listed and:
  + Write a **detailed** description of the tool, how it works and what would you use it for.
  + Be prepared to **demo** that tool including:
    - Explain how it works
    - What you would use it for
    - Live Tool Demo
      * Live Demo **MUST** demonstrate usage and example must show usefulness of Tool.
  + **No two team member may select the same tools.**
  + Tool Options are:
    - Kibana
    - Elastic Fleet
    - OSQuery Manager
    - InfluxDB
    - CyberChef
    - Playbook
    - Navigator

It is important to keep an up-to-date record of all changes and modifications made to your servers and have a reliable copy available as backup.

* Take a final snapshot of your Security Onion server in the **OFF** state.
* Make sure to create a Gold copy of your SO server.
* Upload your individual professional documentation to BrightSpace to the **individual** drop box.
* **\*\* NO CHANGE LOG REQUIRED FOR THIS SERVER.**

**Marking Rubric**

|  |  |
| --- | --- |
| **Value** | **Task** |
|  | **Team Section (Task 1-2)** |
| 4 | Alert Demo, including assigned alert, acknowledge and escalate |
| 10 | Demo a case study for each team member, must include:   * Case Name * Case assignment (including team member role and email) * Case Status * Case Priority * Case Description |
| 5 | PCAP Demo, select alert and select PCAP   * Show the List option in PCAP * Analyze at least one PCAP capture. |
| 4 | Hunt Demo that uses at least 2 queries capture the event or metric that includes:  a High severity alert with 5+ counts and identifies your web server. |
| 2 | Snapshot of Server of Security Onion Server |
| **25** | **Total Marks for Team Section** |
|  | **Individual Section (Task 3)** |
| 20 | Demo Security Onion tool including:   * + - Explain how it works     - What you would use it for     - Live Tool Demo       * Live Demo **MUST** demonstrate usage and example must show usefulness of Tool. |
| 2 | Final Snapshot of Security Onion |
| 6 | Write a detailed description of the tool, how it works and what would you use it for. |
| 2 | Professional Documentation |
| **30** | **Total Marks for documentation** |
|  |  |
| **55** | **Total Marks** |